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Resumo

A segurança pública constitui um dos maiores desafios contemporâneos, situando-se no centro das agendas políticas e acadêmicas. Este artigo tem como objetivo analisar criticamente os desafios de governança do Sistema Paredão em Manaus, no âmbito do Sistema Único de Segurança Pública (SUSP), identificando seus limites, potencialidades e implicações para a gestão da segurança. Justifica-se a pesquisa pela necessidade de compreender como políticas de videomonitoramento podem contribuir para a integração institucional e a efetividade das ações de segurança. Adotou-se abordagem qualitativa, exploratória e descritiva, combinando estudo bibliométrico sobre governança e videomonitoramento com observação sistemática não participante, realizada durante visita técnica ao Centro Integrado de Análises de Segurança Pública (CIAISP). Os resultados indicam que a efetividade do SUSP depende de governança integrada, valorização da experiência profissional e redução da violência — aspectos presentes em Manaus, ainda que de modo incipiente. Identificaram-se avanços na modernização tecnológica, como integração de câmeras em viaturas, cruzamento de dados com BNMP, IIACM e Detran-AM, e parcerias público-privadas. Contudo, persistem desafios como fragmentação federativa, carência de pessoal e insuficiência normativa. O Sistema Paredão utiliza reconhecimento facial e leitura de placas veiculares, demandando transparência sobre taxas de acerto e erro. Conclui-se que o Paredão representa uma transição entre fragilidades históricas e inovações promissoras, apontando para o fortalecimento gradual da governança democrática em consonância com o SUSP, desde que sustentado por regulação clara, cooperação federativa e accountability efetiva.
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Abstract

Public security is one of the major contemporary challenges, occupying a central place in political and academic agendas. This article critically analyzes the governance challenges of the Sistema Paredão in Manaus, within the scope of the Unified Public Security System (SUSP), identifying its limits, potentialities, and implications for security management. The study is justified by the need to understand how video surveillance policies can contribute to institutional integration and the effectiveness of public security actions. A qualitative, exploratory, and descriptive approach was adopted, combining a bibliometric study on governance and video surveillance with systematic non-participant observation conducted during a technical visit to the Integrated Center for Public Security Analysis (CIAISP). The results indicate that SUSP’s effectiveness depends on governance that promotes institutional integration, professional valorization, and violence reduction—elements that are emerging in Manaus, albeit incipiently. Advances were identified in technological modernization, such as the integration of cameras in patrol vehicles, data cross-referencing with BNMP, IIACM, and Detran-AM, and public-private partnerships. However, challenges remain, including federative fragmentation, staff shortages, and insufficient regulation. The Sistema Paredão operates through facial recognition and vehicle plate reading technologies, requiring transparency regarding accuracy and error rates. It is concluded that the Paredão represents a transitional stage between historical weaknesses and promising innovations, indicating the gradual strengthening of democratic governance in alignment with SUSP, provided it is supported by clear regulation, federative cooperation, and substantive accountability.

Keywords: Governance; Public Security; Sistema Paredão; SUSP; Video Surveillance.

Introdução

A segurança pública constitui um dos principais desafios enfrentados pelas sociedades contemporâneas, especialmente em grandes centros urbanos, onde a complexidade social e a dinâmica criminal exigem respostas cada vez mais articuladas e inovadoras (Bayley, 2001). No Brasil, esse tema tem ocupado lugar central nas discussões político-sociais ao longo das últimas décadas. O aumento expressivo da violência desde os anos 1980 — período marcado pela redemocratização e pelo fortalecimento dos movimentos sociais — fez com que a segurança pública ganhasse destaque tanto na agenda acadêmica quanto no debate público. A partir dos anos 2000, tais discussões passaram a se articular com outras dimensões, como qualidade de vida, acesso à justiça, desigualdades sociais e processos de urbanização (Marinho, 2024).
Com efeito, as últimas décadas foram caracterizadas por esforços significativos para consolidar um modelo de governança democrática da segurança pública brasileira. Essas iniciativas buscaram fortalecer a cooperação entre os diferentes níveis de governo e promover a articulação de metas e objetivos comuns entre os órgãos responsáveis pela área, com foco na melhoria do atendimento às demandas sociais e na redução da violência (Poncioni, 2013).
Paralelamente, diante da inadequação das concepções administrativas tradicionais, do distanciamento entre os papéis de proprietário e gestor e da crescente demanda por novos mecanismos de controle inspirados na Teoria da Agência, emergem novos paradigmas na gestão pública. Assim, foi gradualmente consolidado o conceito de Governança Pública como resposta às transformações institucionais e às crises enfrentadas. Na contemporaneidade, marcada pela ampla disponibilidade de dados, informações e conhecimento, a avaliação da eficiência da Administração Pública tornou-se mais diversificada, criteriosa e exigente, afastando práticas marcadas pela ineficiência e pela falta de transparência, que antes encontravam maior tolerância social (Nunes, 2025).
É nesse movimento de consolidação da Governança Pública que se destaca a instituição, em 2018, do Sistema Único de Segurança Pública (SUSP), pelo Ministério da Justiça, com o objetivo de promover a integração das ações das esferas federal, estadual e municipal, respeitando a autonomia de cada uma (Brasil, 2024). Desde sua concepção, o SUSP foi pensado como um instrumento de organização das forças policiais, coordenação das atividades operacionais e ampliação da transparência na gestão da segurança pública (Marinho, 2024).
Nesse cenário, o Sistema Paredão em Manaus surge como uma ferramenta de videomonitoramento voltada para o enfrentamento da criminalidade urbana. Contudo, seu funcionamento suscita debates sobre integração institucional, manutenção, transparência e efetividade, especialmente quando analisado à luz das diretrizes do SUSP e dos princípios de governança pública.
Diante disso, este artigo propõe-se a responder à seguinte questão de pesquisa: quais são os desafios de governança enfrentados pelo Sistema Paredão em Manaus no contexto do Sistema Único de Segurança Pública (SUSP)? Para tanto, estabelece como objetivo geral analisar criticamente tais desafios, identificando limites, potencialidades e implicações para a gestão da segurança pública. Especificamente, busca: (i) identificar, na literatura científica, os principais desafios de governança relacionados a sistemas de videomonitoramento em segurança pública; (ii) descrever como o Sistema Paredão em Manaus se insere nesse contexto, considerando as diretrizes e parâmetros do SUSP; e (iii) analisar os desafios de governança presentes no Sistema Paredão, confrontando-os com aqueles apontados na literatura e evidenciando suas particularidades locais.




Referencial Teórico 
Governança e governança pública

O conceito de governança ganhou centralidade no campo das ciências sociais a partir das transformações institucionais e do reconhecimento da complexidade das sociedades contemporâneas. Autores como Rhodes (1996) introduziram a ideia de uma “nova governança”, marcada pela atuação em redes e pela interdependência entre atores estatais e não estatais. Nesse sentido, governar deixou de significar apenas o exercício hierárquico do poder pelo Estado para envolver mecanismos de coordenação horizontal, cooperação e negociação.
Kooiman (2003) aprofunda essa concepção ao compreender a governança como um processo dinâmico, em que governo, sociedade civil e mercado interagem de forma interdependente. Peters e Pierre (2000), por sua vez, destacam a necessidade de compreender a governança não apenas como técnica administrativa, mas como arranjo político que redefine o papel do Estado.
No campo da segurança pública brasileira, essas discussões foram incorporadas à medida que se buscou desenvolver novos paradigmas de gestão. Nunes (2025), ao propor um framework da governança multinível do Sistema Único de Segurança Pública (SUSP), evidencia a necessidade de integração federativa e coordenação entre os diferentes entes e instituições, reafirmando o caráter político e técnico da governança pública.

Governança democrática na segurança pública

A relação entre segurança pública e democracia constitui uma tensão recorrente na literatura. Zaverucha (2004) aponta que, no Brasil, a consolidação democrática convive com estruturas policiais militarizadas e práticas autoritárias, o que desafia a construção de uma governança democrática no setor. Nesse contexto, Minayo e Deslandes (2007) sublinham a complexidade da violência e dos acidentes como fenômenos multifacetados, cujo enfrentamento exige políticas públicas integradas, intersetoriais e sustentadas por bases democráticas.
Poncioni (2013) analisa a governança democrática da segurança a partir do caso da educação policial, indicando que a superação de práticas autoritárias e a consolidação de mecanismos de accountability dependem de processos formativos consistentes. Essa abordagem se conecta à ideia de que a governança democrática deve articular eficiência institucional, legitimidade social e respeito a direitos fundamentais.
Assim, o debate sobre governança democrática da segurança pública aponta para a necessidade de arranjos institucionais capazes de equilibrar eficácia operacional e valores democráticos, desafio especialmente relevante em contextos urbanos marcados pela desigualdade social e pela violência difusa.

Videomonitoramento e tecnologias na segurança pública

A incorporação de tecnologias digitais e de vigilância tem sido apresentada como solução inovadora para os desafios da segurança pública. Bayley (2001), em seu estudo comparativo sobre padrões de policiamento, mostra que a inovação tecnológica tem sido uma constante nas tentativas de modernizar as práticas policiais em diferentes países. Contudo, o uso intensivo de câmeras de monitoramento e sistemas de análise de dados também levanta questões éticas e de governança.
Foucault (2008), ao discutir o panoptismo em Vigiar e Punir, oferece um referencial crítico para compreender como o videomonitoramento produz novas formas de vigilância e disciplina social. Brayne (2017), em análise contemporânea, demonstra como o uso de big data no policiamento norte-americano amplia tanto as possibilidades de controle social quanto os riscos de reforço de desigualdades.
No Brasil, Cano (1997), ao analisar a letalidade da ação policial no Rio de Janeiro, evidenciou também a ausência de mecanismos integrados de controle institucional, apontando como a fragmentação da segurança pública já se manifestava naquele contexto. Estudos posteriores confirmam que tal fragmentação permanece como traço estrutural da gestão da segurança. Beato e Silveira (2014), ao avaliar programas de prevenção em Minas Gerais, mostraram como a falta de coordenação entre diferentes atores e esferas de governo compromete a efetividade das políticas públicas. Sapori (2007) igualmente chama atenção para a dificuldade de articular estratégias duradouras em função da ausência de arranjos consistentes de governança.
Pesquisas recentes evidenciam que tais desafios persistem. Ferreira, Novaes e Macedo (2023), ao analisarem a experiência de videovigilância em Recife, demonstram que a tecnologia pode contribuir para a prevenção e repressão de crimes, mas enfrenta limites derivados da baixa articulação institucional e da insuficiência de apoio governamental. Situação semelhante foi observada na tríplice fronteira do Paraná, onde o videomonitoramento foi adotado como estratégia de enfrentamento ao crime organizado, mas esbarrou em problemas de integração entre órgãos federais e locais (Maurer; Lock, 2023). O 18º Anuário Brasileiro de Segurança Pública (FBSP, 2024) reforça esse diagnóstico ao mostrar que a fragmentação continua a marcar o sistema de segurança, refletindo desigualdades regionais e dificuldades de coordenação federativa.
Esse quadro é reconhecido oficialmente pela própria Lei nº 13.675/2018 (Brasil, 2024), que instituiu o Sistema Único de Segurança Pública (SUSP) justamente para enfrentar a fragmentação e promover maior integração entre União, estados e municípios. Dessa forma, o videomonitoramento, quando inserido em contextos marcados por fragmentação institucional, corre o risco de reproduzir as mesmas limitações estruturais, a menos que seja articulado a uma governança mais ampla e integrada.

O Sistema Único de Segurança Pública (SUSP)

A criação do Sistema Único de Segurança Pública (SUSP) pela Lei nº 13.675/2018 (Brasil, 2024) representa um marco institucional na tentativa de reorganizar e integrar a política de segurança pública no Brasil. Elaborado para enfrentar a histórica fragmentação do setor, o sistema busca articular União, estados e municípios em torno de princípios como cooperação federativa, integração de informações, coordenação de ações e ampliação da transparência.
Marinho (2024) observa que a segurança pública deve ser compreendida de maneira indissociável do território, entendendo-o não apenas como espaço físico, mas como expressão de dinâmicas sociais e urbanas. Isso implica articular políticas urbanas e sociais às estratégias de prevenção e repressão ao crime, destacando que a eficácia do SUSP depende de sua capacidade de dialogar com desigualdades territoriais e regionais.
Nesse sentido, o SUSP oferece um arcabouço legal e institucional que, embora relevante, enfrenta desafios significativos de implementação em um país marcado por heterogeneidades e pela fragmentação das forças de segurança. Nunes (2025) ressalta que a efetividade do sistema depende da construção de arranjos de governança multinível capazes de superar disputas político-institucionais e de criar mecanismos de cooperação sustentáveis entre diferentes órgãos e níveis de governo.

Material e Métodos

A proposta metodológica deste estudo adotou uma abordagem qualitativa, de natureza exploratória e descritiva, articulando duas estratégias complementares: o estudo bibliométrico sobre governança pública e videomonitoramento, e a observação sistemática não participante realizada durante visita técnica ao Centro Integrado de Análise de Imagem de Segurança Pública (CIAISP), responsável pelo monitoramento do Sistema Paredão em Manaus. 
O estudo bibliométrico foi conduzido a partir de consultas a sítios institucionais e bases científicas de ampla relevância, como o Portal de Periódicos CAPES, SciELO e Google Scholar, abrangendo publicações entre 2020 e 2025. O recorte temporal buscou identificar desafios contemporâneos de governança e videomonitoramento em segurança pública, considerando a implementação do Sistema Único de Segurança Pública (SUSP) e experiências recentes de integração tecnológica. Utilizaram-se combinações de palavras-chave em português e inglês — governança pública, segurança pública, videomonitoramento, public governance, public security e video surveillance —, sendo incluídos documentos em português, inglês e espanhol que abordassem os temas centrais com base científica ou institucional. Excluíram-se materiais fora do período, sem conteúdo analítico ou duplicados. A bibliometria, entendida como método de análise da produção científica por meio de indicadores quantitativos e descritivos (Araújo, 2006; Pimenta et al., 2017), permitiu identificar autores, conceitos e categorias analíticas fundamentais, atualizando o estado da arte e subsidiando a análise crítica do Sistema Paredão quanto à aderência ao SUSP e às práticas de governança pública.
A observação sistemática não participante, conforme Lakatos e Marconi (2021), envolveu equipe de três pesquisadores externos que acompanharam in loco o funcionamento do CIAISP sem interferência no ambiente, registrando de forma estruturada fluxos de informação, interoperabilidade institucional e mecanismos de transparência. Essa triangulação entre observadores reduziu vieses e ampliou a confiabilidade dos dados. O material empírico e bibliográfico foi tratado por meio da análise de conteúdo proposta por Bardin (2020), contemplando as etapas de descrição, interpretação e inferência, de modo a identificar padrões e significados associados aos desafios de governança do Sistema Paredão. Assim, o percurso metodológico assegurou coerência entre a questão de pesquisa, os objetivos e os métodos empregados, garantindo rigor analítico e aderência ao referencial teórico.

Resultados 

A análise bibliométrica contemplou um total de 36 (trinta e seis) trabalhos relacionados à segurança pública, governança e uso de tecnologias de videomonitoramento, todos publicados entre os anos de 2020 e 2025. Esse recorte temporal foi estabelecido com base nos critérios metodológicos do estudo e buscou delimitar o corpus a produções recentes, de modo a captar os debates mais atuais acerca dos desafios da governança pública e da integração tecnológica em segurança. Considerou-se, assim, que esse período representa uma fase de consolidação de novas práticas e reflexões no campo, especialmente após a criação do Sistema Único de Segurança Pública (SUSP), instituído em 2018 como marco institucional de reorganização do setor.
Os resultados obtidos a partir desse levantamento permitem observar não apenas a evolução temporal das publicações no período analisado, mas também sua distribuição segundo o tipo de documento e a instituição de origem, revelando tendências relevantes na produção acadêmica e técnica da área. Além disso, a sistematização dos dados possibilitou identificar os principais temas recorrentes, as metodologias de pesquisa mais empregadas e os desafios de governança mais frequentemente apontados pelos autores. Para fins de clareza e organização, os achados são apresentados em tabelas e gráficos[footnoteRef:5], que sintetizam tanto os aspectos quantitativos quanto os qualitativos da literatura examinada, oferecendo um panorama geral a ser posteriormente confrontado com o estudo de caso do Sistema Paredão em Manaus no âmbito do SUSP. [5:  Todas as tabelas e gráficos apresentados nesta seção foram elaborados pelos autores a partir da análise bibliométrica realizada.] 


Gráfico 1 – Evolução temporal das publicações (2020–2025).

Gráfico 2 – Distribuição por tipo de publicação (2020–2025).


Tabela 1 – Temas recorrentes nas publicações (2020–2025).

	Tema
	Trabalhos
	Fração (%)

	Inovação / Tecnologia
	16
	19,75%

	Videomonitoramento
	14
	17,28%

	Cidades inteligentes
	8
	9,88%

	Integração / Interoperabilidade
	9
	11,11%

	Vigilância
	6
	7,41%

	Direitos fundamentais
	5
	6,17%

	Privacidade
	5
	6,17%

	Proteção de dados
	5
	6,17%

	Reconhecimento facial
	5
	6,17%

	SUSP
	5
	6,17%

	Racismo algorítmico
	3
	3,70%




Tabela 2 – Metodologias centrais dos estudos (2020-2025).

	CATEGORIA
	tRABALHOS
	FRAÇÃO (%)

	Revisão bibliográfica / documental / integrativa
	11
	30,56%

	Qualitativo empírico (entrevistas, observação, análise de conteúdo, múltiplos casos)
	10
	27,78%

	Estudo de caso / aplicado / experimental (objeto único, relato técnico ou prototipagem)
	7
	19,44%

	Ensaio teórico / reflexão crítica / dialética
	4
	11,11%

	Pesquisa quantitativa / estatística / bibliométrica
	4
	11,11%




Tabela 3 – Desafios de governança identificados nos estudos (2020–2025).

	Categoria
	Trabalhos
	Fração (%)

	Regulação e Marco Legal
	15
	16,85%

	Fragmentação Institucional / Cooperação
	12
	13,48%

	Privacidade, Accountability e Direitos
	14
	15,73%

	Viés Algorítmico e Discriminação
	11
	12,36%

	Infraestrutura Tecnológica e Interoperabilidade
	12
	13,48%

	Recursos e Sustentabilidade
	10
	11,24%

	Questões Sociais e Desigualdade
	8
	8,99%

	Riscos Operacionais e Técnicos
	7
	7,87%



Discussão

A discussão dos resultados obtidos tem como propósito responder à questão de pesquisa orientadora deste trabalho — quais são os desafios de governança enfrentados pelo Sistema Paredão em Manaus no contexto do Sistema Único de Segurança Pública (SUSP). A partir da análise bibliométrica, foi possível identificar categorias centrais de desafios de governança em sistemas de videomonitoramento, que vão desde lacunas regulatórias e institucionais até riscos de privacidade, viés algorítmico e limitações técnicas. Nesta seção, tais achados são confrontados com a estrutura do Sistema Paredão, buscando compreender em que medida a experiência local dialoga ou se distancia das tendências apontadas na literatura. Para tanto, a discussão apresenta-se organizada em subtópicos correspondentes às categorias de desafios previamente identificadas, de modo a articular evidências empíricas e referenciais normativos, destacando limites, potencialidades e implicações para a gestão da segurança pública no âmbito do SUSP.

Governança, regulação e coordenação institucional

A literatura confirma que os desafios regulatórios e institucionais constituem uma das dimensões mais recorrentes da governança em segurança pública (Peres; Maciel-Lima, 2022; Leal; Hermes, 2025; Araújo et al., 2021; Alécio; Ávila, 2024; Filho et al., 2024; Pinto, 2023; Sales; Lui, 2023). Entre eles, destacam-se a ausência de legislação específica, a incompletude da implementação da LGPD, a falta de regras claras e a necessidade de parâmetros normativos mais robustos. Estudos recentes ressaltam, em especial, o déficit regulatório no uso de tecnologias de reconhecimento facial e inteligência artificial em videomonitoramento, amplamente aplicadas sem previsão legal específica (Leal; Hermes, 2025; Bottino; Vargas; Prates, 2023). Essa lacuna aumenta o risco de violações de direitos fundamentais e fragiliza a proteção de dados pessoais, sobretudo diante da expansão de softwares sujeitos a vieses e erros (Oliveira et al., 2025).
Lado outro, a vigilância e o videomonitoramento não estão totalmente ausentes da normatização. O Decreto Federal nº 10.822/2021 (Brasil, 2021) e o Decreto Estadual nº 45.319/2022 (Amazonas, 2022a) incluem a ampliação do uso de tecnologias como meta estratégica, funcionando como marcos orientadores. Em Manaus, o Sistema Paredão encontra respaldo no Decreto nº 45.857/2022, que criou o Centro Integrado de Análise de Imagens de Segurança Pública (CIAISP) como órgão da SSP-AM (Amazonas, 2022b). Esse decreto define competências e estrutura administrativa em consonância com as diretrizes do SUSP (Nunes, 2025). Com efeito, a visita técnica identificou a existência de regulamentos internos adequadamente implementados, contudo sigilosos — como protocolos de acesso e prazos de arquivamento de imagens — e indisponíveis ao público por razões de segurança operacional.
Esse quadro sugere que o problema central não é a inexistência de regulação, mas a incipiência da institucionalização normativa e tecnológica. Embora haja marcos legais e decretos, eles ainda não resultam em padronização ou interoperabilidade efetiva. Isso se manifesta na fragmentação federativa e administrativa: sobreposição de atribuições, ausência de mecanismos robustos de coordenação e fluxos burocráticos pouco uniformes (Cano, 1997; Beato; Silveira, 2014; Sapori, 2007). Nesse sentido, Oliveira et al. (2025) demonstram que a integração tecnológica pode avançar sem consolidar mecanismos de accountability e transparência, o que reforça a importância de associar modernização e salvaguardas ético-jurídicas para assegurar legitimidade democrática. No CIAISP, por exemplo, constatou-se que, embora exista acordo formal de cooperação com a PRF, este ainda não foi implementado, revelando o hiato entre formalização e prática (Nunes, 2025). 
Em linha com esses achados, Silva et al. (2023) mostram que o SUSP, por ser o sistema nacional mais recente (2018), nasce para institucionalizar a coordenação federal e integrar sistemas de informação, sem prever arenas interfederativas e com implementação ainda incompleta, o que ajuda a explicar a persistência de lacunas de padronização e cooperação. Nesse ponto, Melo e Almeida (2025) observam que a efetividade do SUSP depende de um modelo tridimensional de governança que combine integração institucional, redução da violência e valorização da experiência dos profissionais, elementos que já podem ser observados no contexto amazonense, embora ainda de forma emergente. 
Ademais, a heterogeneidade se estende à infraestrutura tecnológica e aos sistemas de informação. No CIAISP, demandas chegam por diferentes canais — e-mails, memorandos ou SIGED — e circulam em formatos híbridos: entrada em papel e saída em relatórios digitais com QR code. Essa heterogeneidade decorre da dificuldade de interoperabilidade, obrigando a Secretaria de Segurança Pública do Estado do Amazonas (SSP-AM) a buscar soluções locais para compatibilizar exigências legais de cadeia de custódia e validade processual com ferramentas digitais. A literatura converge nesse ponto: a interoperabilidade é considerada requisito central para a efetividade da segurança pública, pois permite monitorar, analisar, planejar e executar ações em rede (Silva et al., 2020; Vargas; Ribeiro, 2023; Bottino et al., 2023; Sales; Lui, 2023). 
Nessa linha, o próprio Plano Nacional de Segurança Pública e Defesa Social 2021–2030 estabelece, em suas Ações Estratégicas 7 e 8, a modernização e integração dos sistemas de interesse da segurança, promovendo o compartilhamento de dados e tecnologias interagências (Brasil, 2021). Na mesma direção, Schena e Nascimento Júnior (2022) e Melo (2023) ressaltam a necessidade urgente de modernizar as comunicações institucionais e criar ambientes comuns que garantam interoperabilidade, enquanto o IPEA (2025) lembra que a própria Lei nº 13.675/2018 já definia esse objetivo no âmbito do SUSP. Britto (2022), por sua vez, chama atenção para a necessidade de que tais mecanismos sejam acompanhados por uma gestão da continuidade e da resiliência, de modo a assegurar que arranjos institucionais não sejam interrompidos por mudanças de governo.
No campo interinstitucional, o CIAISP reúne diversos órgãos — Polícia Federal, Polícia Rodoviária Federal, Polícia Civil, Polícia Militar, Corpo de Bombeiros, Agência Brasileira de Inteligência, Ministério Público e Defesa Civil —, entretanto a cooperação ainda se mostra fragmentada e reativa. Há, de fato, uma interoperabilidade parcial, entre o Sistema Paredão e outros sistemas, como o Detran e os sistemas de monitoramento da tornozeleira eletrônica. Esses achados sugerem o início de uma integração entre sistemas que precisa avançar, refletindo o padrão descrito por Ferreira, Novaes e Macedo (2023) e Maurer e Lock (2023): tecnologias de videomonitoramento podem contribuir para prevenção e repressão, contudo esbarram em problemas de articulação institucional. 
Nada obstante, a interoperabilidade emergente identificada no CIAISP estende-se à integração de câmeras embarcadas em viaturas policiais, o que trouxe resultados concretos, como a recuperação de veículos em diferentes municípios do Estado (SSP-AM, 2022; 2023b; 2025a; 2025b), confirmando a análise de Bayley (2001) sobre o potencial modernizador da tecnologia. Outro avanço relevante foi a assinatura do acordo com a Associação Comercial do Amazonas (ACA), que permitiu integrar câmeras privadas ao sistema (SSP-AM, 2025d). Essa abertura ao setor privado ilustra a lógica de redes interdependentes (Kooiman, 2003), mas também remete à crítica de Foucault (2008) sobre o caráter disciplinador da vigilância e ao alerta de Zaverucha (2004) sobre a necessidade de accountability em contextos democráticos.
Dessarte, a experiência de Manaus encontra-se inserida em um cenário em que governança, regulação e coordenação institucional formam um bloco de desafios interligados: a fragmentação federativa e administrativa, a insuficiência de normatização e a interoperabilidade incipiente. Apesar disso, observa-se a construção gradual de arranjos normativos e tecnológicos que buscam equilibrar eficácia operacional e legitimidade democrática (Peters; Pierre, 2000; Poncioni, 2013; Minayo; Deslandes, 2007; Marinho, 2024; Nunes, 2025). Com efeito, a consolidação do Sistema Paredão depende justamente desse equilíbrio entre eficácia tecnológica e salvaguardas ético-jurídicas, condição essencial para que a modernização da segurança pública fortaleça — e não fragilize — o Estado Democrático de Direito (Oliveira et al, 2025).
Democracia, privacidade e accountability

A relação entre segurança pública e democracia envolve necessariamente a proteção dos direitos fundamentais, entre eles a privacidade e a autodeterminação informativa. A literatura aponta que a expansão das tecnologias de vigilância tem potencializado tensões nesse campo, exigindo marcos regulatórios e mecanismos de accountability para evitar abusos. Como destacam Peres e Maciel-Lima (2022), a vigilância representa não apenas um recurso técnico de controle, mas também uma ameaça concreta ao direito de privacidade, cujo conceito evoluiu para incluir o controle individual sobre os próprios dados. 
Esse debate encontra respaldo na Lei Geral de Proteção de Dados (LGPD), que consagra a proteção de dados pessoais como fundamento essencial (Pinto, 2023; Filho et al., 2024; Bottino et al., 2023). Com efeito, Lima Júnior (2022) lembra que tais direitos fundamentais encontram suas raízes no pensamento iluminista, o qual já advertia contra os abusos do poder estatal e defendia a centralidade da liberdade individual como limite para a ação do Estado.
Diversos estudos reforçam a necessidade de balizas normativas claras para lidar com tecnologias intrusivas. Ferreira et al. (2023) enfatizam que o videomonitoramento deve respeitar regras de divulgação de imagens para não violar direitos. Nascimento Júnior e Biscaia (2023) lembram que a Constituição, em seu artigo 5º, X, assegura a inviolabilidade da intimidade, vida privada e imagem. Leal e Hermes (2025) ampliam esse debate ao ressaltar o direito de autodeterminação informativa, que garante ao indivíduo o poder de decidir sobre o uso de seus dados, além do direito de explicabilidade em decisões automatizadas. Araújo et al. (2021) e Negri et al. (2020) alertam que a ausência de regulamentação ou a opacidade dos algoritmos podem gerar riscos à privacidade e flexibilizar garantias fundamentais. Nesse sentido, Alécio e Ávila (2024) analisam como o uso de drones e algoritmos pode ameaçar a privacidade e a intimidade enquanto direitos da personalidade, e Vargas e Ribeiro (2023) chamam atenção para o risco do “tecnoautoritarismo” e da violação da vida privada. No caso manauara, o uso de reconhecimento facial e leitura automática de placas é realizado sob protocolos internos não publicizados, o que limita a transparência e a accountability — demonstrando que a mera observância formal à LGPD não é suficiente sem mecanismos efetivos de controle social e auditoria pública (Oliveira et al, 2025).
Lado outro, a literatura também problematiza a tensão entre segurança e liberdade. Mozetic e Barbiero (2022) propõem a aplicação da Teoria da Ponderação para resolver conflitos entre o direito à privacidade e as necessidades de segurança, reconhecendo que ambos são direitos fundamentais sem hierarquia entre si. Nesse sentido, o IPEA (2025) observa que a LGPD vem sendo usada para restringir o acesso a dados em alguns contextos, lembrando que a proteção da privacidade deve ser equilibrada com o direito das vítimas à informação e à cidadania. Complementarmente, Silva et al. (2020) sublinham que a integridade dos cidadãos deve ser protegida em consonância com o respeito aos seus direitos fundamentais. Nessa mesma direção, Pazinato e Santos (2024) argumentam que o fortalecimento da segurança cidadã depende de arranjos de governança democrática, nos quais a proteção de dados e a accountability não são apenas instrumentos técnicos, mas garantias substantivas para preservar a vida e a dignidade em sociedades marcadas por legados autoritários. Consoante Oliveira et al. (2025), o êxito de sistemas tecnológicos de segurança pública depende da coexistência entre eficiência operacional e legitimidade democrática — equilíbrio que transforma a vigilância em instrumento de fortalecimento, e não de erosão, do Estado de Direito.
A crítica foucaultiana ao panoptismo, formulada em um contexto de segurança nacional, enfatizava os riscos da hipervigilância e da supressão de liberdades em um cenário sem mecanismos de controle social (Foucault, 2008). No entanto, a evolução institucional brasileira possibilitou a transição para o paradigma da segurança pública como bem coletivo, consagrado pela Constituição Federal de 1988, e mais recentemente para o paradigma da segurança cidadã, marcado pela prevenção, participação social e controle democrático (Freire, 2009). Nesse sentido, segurança e privacidade devem ser ponderadas como direitos fundamentais igualmente relevantes: o primeiro garante a proteção coletiva; o segundo, a liberdade e a dignidade individuais.
É nesse equilíbrio que se insere o Sistema Paredão de Manaus. De um lado, há avanços concretos: integração de câmeras embarcadas em viaturas, cruzamento de dados com o Banco Nacional de Mandados de Prisão (BNMP), Instituto de Identificação Aderson Conceição de Melo (IIACM) e Detran-AM, além da cooperação público-privada com a ACA para ampliar a rede de vigilância (SSP-AM, 2022; 2023a; 2025c; 2025d). De outro, persistem fragilidades: protocolos internos sobre acesso e armazenamento de imagens não são divulgados, o que limita a transparência e a accountability. Além disso, embora o Estado do Amazonas disponibilize informações no Portal da Transparência e no Portal e-Compras[footnoteRef:6], que incluem contratos, licitações e processos de dispensa relacionados ao sistema, essas plataformas não são intuitivas e não permitem buscas temáticas. Seria desejável, por exemplo, que o site da SSP-AM oferecesse um bloco específico sobre o Sistema Paredão, reunindo todos os investimentos e permitindo que o cidadão acompanhe de forma simplificada os recursos aplicados, ainda que com redirecionamento aos portais oficiais. Esse limite mostra que a transparência, embora formalmente assegurada, ainda não se traduz em um mecanismo de accountability substantivo, acessível e participativo. [6:  O Portal da Transparência reúne informações sobre execução orçamentária, contratos, convênios e transferências de recursos do Estado. Já o Portal e-Compras é a plataforma oficial de licitações, pregões e dispensas de licitação, permitindo acesso a editais, atas e resultados. Ambos cumprem a função de garantir publicidade dos atos administrativos, mas apresentam limitações práticas de usabilidade: são pouco intuitivos e não permitem buscas por tema, dificultando a apropriação da informação pelo cidadão comum. Disponível em: https://transparencia.am.gov.br e https://e-compras.am.gov.br. Acesso em: 25 set. 2025.] 

Dessa forma, o Sistema Paredão tem potencial e apresenta elementos de gestão institucionalizada, com foco em resultados que já se observam nos índices de criminalidade. Entretanto, revela o dilema apontado pela literatura: como garantir eficácia operacional sem comprometer a privacidade e os direitos fundamentais. Em que pese o esforço do CIAISP na atenção e observância à LGPD e à Lei de Acesso à Informação (LAI), o fortalecimento da proteção de dados guarda relação intrínseca com a consolidação de mecanismos de accountability — como defendem Negri et al. (2020), Bottino et al. (2023), Vargas e Ribeiro (2023), Araújo et al. (2021), Alécio e Ávila (2024), Leal e Hermes (2025), IPEA (2025) e Oliveira et al. (2025) — que são condições indispensáveis para que os ganhos tecnológicos não se convertam em instrumentos de vigilância abusiva, mas sim em ferramentas legítimas de promoção da segurança cidadã.

Capacidades e sustentabilidade

A governança da segurança pública envolve não apenas a coordenação institucional, mas também a capacidade de garantir recursos humanos, tecnológicos e financeiros de forma sustentável ao longo do tempo. Como lembra Melo (2023), uma das funções centrais da governança é a gestão de riscos estratégicos, o que inclui assegurar estabilidade de políticas públicas e reduzir a dependência de profissionais mobilizados de forma temporária, que podem comprometer a memória institucional devido à rotatividade. Nessa direção, Oliveira et al. (2025) enfatizam que a sustentabilidade de sistemas tecnológicos em segurança pública, como o Paredão em Manaus, depende de arranjos institucionais estáveis e de investimentos continuados em infraestrutura e capacitação, sob pena de que a inovação se torne insustentável diante da ausência de planejamento e de accountability.
No caso do CIAISP e do Sistema Paredão em Manaus, a visita técnica revelou limitações importantes: a carência de pessoal e a necessidade de maior multidisciplinariedade, que reúna profissionais de diferentes forças em um mesmo espaço. Portanto, mostra-se necessária a mobilização de recursos humanos em contingente adequado à demanda existente, garantindo-se a baixa rotatividade, para promover a estabilidade da implementação do Sistema Paredão enquanto política pública efetiva.
Noutro giro, estudos como o de Ferreira et al. (2023) mostram que ambientes de trabalho desorganizados e carentes de recursos impactam diretamente o desempenho das equipes de videomonitoramento; ao passo que Bottino et al. (2023) acrescentam que a ausência de treinamento contínuo e de equipamentos atualizados dificulta a operacionalização de tecnologias como o reconhecimento facial e o OCR, criando dependência de conhecimentos informais. 
Em contraste, o CIAISP se destaca de forma bastante positiva, sendo um exemplo de boas práticas em gestão de centros de videomonitoramento. O órgão apresenta alto nível de organização, com fluxos de trabalho claramente definidos e uma equipe bem entrosada, o que garante eficiência nas operações. Além disso, dispõe de equipamentos de ponta e tecnologias modernas, que favorecem a plena operacionalização de recursos como o reconhecimento facial e o OCR. O ambiente de trabalho também merece destaque, pois conta com mobiliário ergonômico e confortável, contribuindo para o bem-estar dos servidores. Soma-se a isso a oferta de treinamento contínuo, que assegura que os profissionais lotados estejam sempre capacitados e bem geridos, fortalecendo ainda mais a qualidade dos serviços prestados.
Noutro prisma, a gestão eficiente de recursos financeiros também se mostra decisiva. O Fundo Nacional de Segurança Pública (FNSP) deve adotar estratégias de aplicação mais eficientes (Brasil, 2021), vinculando repasses ao uso padronizado de sistemas como o Sistema Nacional de Informações de Segurança Pública, Prisional e sobre Drogas (Sinesp), conforme sugerem análises do IPEA (2025). No Amazonas, houve um avanço expressivo: o estado saltou da 22ª para a 7ª posição nacional em capacidade de execução dos recursos destinados à segurança (Amazonas, 2025), evidenciando esforços de gestão estratégica. 
Como destacam Nascimento Júnior e Biscaia (2023), os custos de atualização tecnológica permanecem elevados, o que impõe dilemas sobre a priorização de investimentos em segurança frente a outras áreas da administração pública; entretanto, a SSP-AM tem investido de forma consistente e estratégica na área de segurança pública, revelando uma preocupação genuína com a redução dos índices de criminalidade. Esses investimentos, além de expressivos em volume, mostram-se assertivos ao priorizar tecnologias e estruturas capazes de potencializar a eficiência das forças de segurança e ampliar a capacidade de resposta do Estado. 
Assim, a busca por modelos sustentáveis de financiamento aparece como solução recorrente. Cardoso et al. (2025) analisam a implementação dos totens de vigilância em Manaus e apontam que a diversificação de fontes — incluindo parcerias público-privadas e conectividade via satélite em regiões remotas — é essencial para garantir operação e manutenção a longo prazo. Experiências locais também indicam alternativas criativas, como a mobilização comunitária realizada em Ubiratã (PR) para viabilizar sistemas de segurança (Magron, 2020). Essa diversidade de fontes confirma a relevância de pensar a segurança pública como política que exige tanto planejamento estatal quanto engajamento social.
Do ponto de vista tecnológico, o Sistema Paredão combina inovações como entrada por reconhecimento facial, uso de servidores próprios em nuvem criptografada e protocolos de dupla ou tripla checagem para prevenir falhas humanas. Essas soluções se alinham às recomendações de Schena e Nascimento Júnior (2022) sobre modernização das comunicações policiais e proteção contra acessos indevidos. Contudo, conforme alertam Oliveira et al. (2025), a consolidação de tais inovações requer uma infraestrutura de governança capaz de monitorar o ciclo de vida das tecnologias — desde a aquisição e operação até o descarte e a substituição — garantindo sustentabilidade técnica, financeira e jurídica.
No entanto, como observa Silva et al. (2020), as tecnologias devem ser dotadas de autoconsciência e consciência de contexto, de modo a responder a vulnerabilidades do ambiente operacional. A burocracia e as disputas institucionais, apontadas por Guimarães et al. (2021), continuam sendo obstáculos à integração, reforçando a necessidade de governança colaborativa. Nesse aspecto, Nunes et al. (2023) evidenciam que a inovação em segurança pública vem se estruturando em eixos como tecnologias, ocupação territorial e aplicação da lei, confirmando a centralidade de soluções integradas para fortalecer a capacidade institucional.
Nesse cenário, o videomonitoramento se destaca como instrumento estratégico para otimizar recursos e ampliar a presença ostensiva. Blum e Xavier (2023), ao analisarem o projeto Muralha Digital em Curitiba, demonstraram reduções significativas de criminalidade em áreas monitoradas e ressaltaram que as câmeras funcionam como extensão virtual da polícia, auxiliando tanto na prevenção em tempo real quanto na produção de provas. Essa experiência reforça que tecnologias como o Paredão podem potencializar a eficiência operacional quando integradas a sistemas de inteligência e acompanhadas de capacitação profissional. De forma complementar, Coutinho et al. (2023) demonstram a viabilidade de sistemas de videomonitoramento inteligente baseados em deep learning para identificação de armas de fogo, alcançando índices superiores a 90% de precisão, o que reforça o potencial do uso de IA para elevar a efetividade de iniciativas locais.
De forma convergente, Leitão et al. (2025) evidenciam que a utilização da análise criminal permite otimizar o policiamento ostensivo e direcionar ações de forma mais eficiente, especialmente em áreas críticas de Manaus, como as zonas Norte e Leste. Nessa mesma linha, Monteiro et al. (2025) utilizaram geotecnologias para mapear roubos e furtos no Amazonas, confirmando a importância da análise espacial como instrumento de gestão estratégica da segurança pública. Essa perspectiva mostra que sistemas como o CIAISP e o Paredão não devem atuar apenas como ferramentas de vigilância, mas também como insumos para planejamento estratégico e prevenção, qualificando o uso dos recursos humanos e tecnológicos disponíveis.
Esse debate conecta-se diretamente à agenda das cidades inteligentes e sustentáveis. Ferreira et al. (2023) e Beck et al. (2020) lembram que a lógica das smart cities deve priorizar qualidade de vida e sustentabilidade social. Maciel e Montenegro (2022) enfatizam a importância do planejamento de longo prazo, enquanto Filho et al. (2024) vinculam o fortalecimento das políticas de segurança aos Objetivos de Desenvolvimento Sustentável (ODS) da Organização das Nações Unidas (ONU), especialmente o ODS 11, que visa tornar as cidades inclusivas, seguras e resilientes.
Em síntese, a literatura confirma que a sustentabilidade da segurança pública depende da articulação entre governança de riscos (Melo, 2023), gestão eficiente de recursos (Ipea, 2025; Brasil, 2021), capacitação multidisciplinar de profissionais (Ferreira et al., 2023; Bottino et al., 2023), parcerias inovadoras (Cardoso et al., 2025; Magron, 2020), integração tecnológica (Blum; Xavier, 2023; Coutinho et al., 2023), análise espacial e criminal (Leitão et al., 2025; Monteiro et al., 2025), inovação (Nunes et al., 2023) e planejamento estratégico de longo prazo (Maciel; Montenegro, 2022; Filho et al., 2024). Nesse conjunto, Oliveira et al. (2025) reforçam que a sustentabilidade tecnológica deve ser compreendida como dimensão da governança democrática, em que eficiência, transparência e continuidade institucional são indissociáveis.
Nesse contexto, a experiência de Manaus com o CIAISP e o Sistema Paredão revela um quadro ambivalente: de um lado, persistem desafios relacionados à carência de pessoal, à necessidade de maior multidisciplinaridade e à superação de entraves burocráticos e institucionais; de outro, observam-se avanços significativos na modernização tecnológica, na organização dos fluxos de trabalho, na qualificação das equipes e na gestão estratégica de recursos financeiros. Esses elementos apontam que, embora ainda haja fragilidades a serem enfrentadas, o modelo adotado no Amazonas demonstra capacidade de inovação e consolidação institucional, configurando-se como referência promissora no fortalecimento da governança em segurança pública.



Segurança e desigualdades sociais

A discussão sobre desigualdades sociais e tecnológicas na segurança pública é atravessada pelo debate acerca do viés algorítmico. Diversos autores apontam que a tecnologia não é neutra e, ao ser aplicada em sociedades marcadas pelo racismo estrutural, tende a reproduzir e até intensificar desigualdades. Araújo et al. (2021) ressaltam que algoritmos refletem valores sociais e interesses de quem os projeta, trazendo riscos de enviesamento, como demonstrado em estudos internacionais que identificaram índices muito maiores de falsos positivos para pessoas negras e asiáticas. Leal e Hermes (2025) e Oliveira (2025) acrescentam que o tratamento automatizado de dados amplia a possibilidade de discriminação algorítmica, sobretudo porque muitas bases de treinamento são predominantemente compostas por imagens de pessoas brancas, aumentando as chances de erros na identificação de pessoas negras. 
Outros estudos reforçam essa preocupação. Sales e Lui (2023) destacam que algoritmos reproduzem vieses de quem alimenta as bases de dados, exigindo auditoria e transparência. Pinto (2023) observa que falsos homônimos faciais podem fragilizar a certeza da prova produzida. Bottino et al. (2023) lembram que a tecnologia de reconhecimento facial é alvo de críticas por seu caráter invasivo e por denúncias de seletividade penal que reforçam hierarquias sociais já existentes. Negri et al. (2020), Peres e Maciel-Lima (2022) e Alécio e Ávila (2024) enfatizam que algoritmos carregam escolhas políticas e socioeconômicas, o que pode perpetuar violências estruturais e estigmatizar grupos sociais considerados de “risco”. Oliveira (2025) denomina esse fenômeno de “engenharia da inequidade”, no qual o racismo se torna mais sutil e dissimulado no ambiente digital. Sob a ótica institucional, Silva et al. (2023) destacam que mudanças organizacionais e arenas de governança são condição para que inovações tecnológicas se consolidem com accountability e redução de assimetrias, conectando o debate sobre viés a requisitos de governança e aprendizado institucional. Lima Júnior (2022) reforça que, desde o Iluminismo, o controle estatal sobre os indivíduos deve ser limitado por garantias fundamentais, de modo a impedir que mecanismos de vigilância se convertam em instrumentos de opressão. 
Ao mesmo tempo, é preciso reconhecer os limites desses diagnósticos. Muitos estudos críticos se apoiam em interpretações sociológicas ou estatísticas mal desenhadas, sem avaliar tecnicamente o funcionamento dos sistemas. Não foram localizadas pesquisas conclusivas conduzidas por analistas de sistemas que mensurem, por exemplo, a taxa real de falsos positivos e negativos em cenários brasileiros. Além disso, em contextos de desigualdade estrutural, a reprodução estatística dos dados não pode ser confundida com viés algorítmico em si: por exemplo, se 90% dos mandados de prisão em aberto pertencem a pessoas pretas, pardas ou indígenas, é esperado que os sistemas de reconhecimento facial identifiquem majoritariamente essas pessoas, refletindo a realidade social e não uma discriminação técnica autônoma.
Nesse cenário, o Sistema Paredão de Manaus opera atualmente com tecnologias de reconhecimento facial e leitura de placas veiculares, sem, contudo, incorporar algoritmos de predição criminal. No caso da leitura de placas, trata-se de um processo de cruzamento objetivo de informações em bases oficiais, o que praticamente elimina a possibilidade de viés decisório. Já no reconhecimento facial, embora a tecnologia se apoie em parâmetros biométricos geométricos, falhas são inerentes ao processo — sobretudo em contextos de iluminação, ângulo ou qualidade da imagem —, mas não há, até o momento, estudos sistemáticos que quantifiquem sua ocorrência em Manaus. Oliveira et al. (2025) assinalam que a ausência de dados públicos sobre o desempenho dos algoritmos do Sistema Paredão constitui um obstáculo à avaliação de seus impactos sobre grupos vulneráveis, reforçando a urgência de indicadores transparentes e auditorias independentes como instrumentos de equidade e legitimidade democrática.
Diante do amplo debate acadêmico sobre riscos e vieses dessas ferramentas, a boa governança recomenda a adoção de mecanismos de transparência ativa, como a publicização periódica dos índices de falso positivo, falso negativo e taxa de acerto, bem como a divulgação do volume de demandas processadas e solucionadas pelo sistema, em espaço específico e de fácil acesso no sítio eletrônico da SSP-AM. De igual modo, a transparência quanto aos pontos de monitoramento e a participação social nas decisões de implementação das câmeras e sistemas constituem dimensões fundamentais de legitimidade democrática. 
Nesse ponto, experiências como a de Curitiba com a Muralha Digital reforçam o potencial positivo do videomonitoramento: Blum e Xavier (2023) mostram que a iniciativa reduziu em até 40% a criminalidade em áreas monitoradas, além de otimizar recursos humanos e ampliar a presença ostensiva da polícia. Em complemento, Coutinho et al. (2023) demonstram que sistemas de videomonitoramento inteligente baseados em IA podem alcançar níveis de precisão superiores a 90% na identificação de armas de fogo, o que sugere que, quando corretamente calibradas, as tecnologias podem reduzir erros e minimizar desigualdades. Esse contraponto sugere que, se bem implementados, sistemas de videomonitoramento podem gerar ganhos concretos de eficácia sem, necessariamente, reproduzir desigualdades. Em sintonia, Oliveira et al. (2025) reforçam que o desafio não está apenas em adotar tecnologias mais precisas, mas em assegurar que sua aplicação esteja vinculada a uma governança transparente, ética e inclusiva — capaz de combinar eficiência técnica com justiça social.
Essa tensão também dialoga com Zaverucha (2004) e Poncioni (2013): a legitimidade das instituições de segurança pública depende do equilíbrio entre eficácia e respeito a direitos fundamentais. Nessa linha, Minayo e Deslandes (2007) reforçam que políticas de enfrentamento à violência só são sustentáveis quando articulam controle democrático, participação social e respeito às desigualdades. A crítica foucaultiana ao panoptismo (Foucault, 2008) e as análises de Brayne (2017) sobre big data policial mostram que a vigilância pode reproduzir desigualdades sociais, funcionando como mecanismo de disciplina e exclusão. Por outro lado, Bayley (2001) destaca que a tecnologia é também um vetor de modernização, cujo impacto depende dos arranjos institucionais que a sustentam. É nesse ponto que o SUSP adquire relevância: como defendem Nunes (2025) e Marinho (2024), somente uma governança multinível, capaz de padronizar procedimentos, garantir transparência e mitigar riscos discriminatórios, pode tornar as inovações tecnológicas compatíveis com os valores democráticos.
Esse debate precisa ser compreendido no contexto mais amplo da desigualdade social brasileira. O Plano Nacional de Segurança Pública e Defesa Social (Brasil, 2021) inclui ações voltadas para mulheres, jovens e outros grupos vulneráveis, reconhecendo que a violência no país “tem sexo, cor, gênero e idade” (Ipea, 2025). Beck et al. (2020) alertam que a desigualdade no acesso às tecnologias também pode aprofundar a segregação socioespacial, enquanto Ferreira et al. (2023) e Filho et al. (2024) defendem que as cidades inteligentes devem ser orientadas à inclusão e à sustentabilidade social.
No caso de Manaus, os dados recentes confirmam que a violência está fortemente relacionada a desigualdades estruturais e à presença do crime organizado. Leitão et al. (2025) identificaram que, em 2023, a capital registrou 866 homicídios, a maioria vinculada a facções criminosas como PCC e CV, concentrados em bairros periféricos das zonas Norte e Leste. Além disso, 75% das vítimas apresentavam algum envolvimento criminal, evidenciando a correlação entre vulnerabilidade social, tráfico e letalidade. Essa realidade mostra que a atuação do Paredão deve ser compreendida não como causa da seletividade penal, mas como resposta a uma dinâmica social marcada por desigualdade, exclusão e disputas territoriais. Nesse aspecto, Oliveira et al. (2025) reforçam que a experiência do Sistema Paredão revela tanto as potencialidades quanto os limites de uma política tecnológica implementada em contexto de desigualdade estrutural — capaz de produzir ganhos operacionais, mas que só alcançará legitimidade plena se acompanhada de mecanismos efetivos de transparência, participação e equidade.
Em suma, a literatura evidencia riscos de racismo algorítmico e reprodução de desigualdades (Araújo et al., 2021; Oliveira, 2025; Negri et al., 2020; Peres; Maciel-Lima, 2022; Bottino et al., 2023; Oliveira et al., 2025), mas ainda faltam investigações técnicas consistentes sobre o desempenho real dos sistemas no Brasil. A experiência de Manaus sugere que, embora o Paredão não escape de críticas teóricas, sua atuação até agora reflete mais a realidade desigual da sociedade do que vieses próprios de sua programação. O desafio, portanto, é duplo: de um lado, garantir mecanismos de auditoria e transparência que afastem riscos de discriminação; de outro, enfrentar as desigualdades estruturais que se projetam nos sistemas tecnológicos como em um espelho.

Considerações Finais

O presente artigo analisou os desafios de governança enfrentados pelo Sistema Paredão em Manaus à luz do Sistema Único de Segurança Pública (SUSP), articulando evidências empíricas da visita técnica ao CIAISP com a produção acadêmica recente sobre segurança pública, governança e tecnologias de videomonitoramento.
Os resultados demonstram que a experiência do Paredão sintetiza dilemas clássicos da governança da segurança no Brasil. Por um lado, confirma-se o diagnóstico recorrente de fragmentação institucional, ausência de padronização e cooperação incipiente entre esferas e órgãos (Cano, 1997; Beato; Silveira, 2014; Sapori, 2007; Nunes, 2025). Por outro, surgem iniciativas de inovação e integração tecnológica — como a incorporação de reconhecimento facial, a integração de viaturas e a cooperação público-privada — que indicam esforços concretos de modernização e aproximação com as diretrizes do SUSP, já com resultados palpáveis.
No campo normativo, observou-se que não há ausência de regulação, mas uma institucionalização emergente, marcada por decretos programáticos e protocolos internos. A falta de mecanismos acessíveis de accountability, apesar da existência de instrumentos formais como o Portal da Transparência e o Portal e-Compras, limita a efetividade do controle social e reforça a necessidade de ampliar a usabilidade e a centralização temática das informações para fortalecer a legitimidade democrática. Conforme destacam Oliveira et al. (2025), a consolidação de políticas tecnológicas em segurança pública depende da integração entre regulação clara, mecanismos de transparência e controle social efetivo — condições indispensáveis para que a inovação se traduza em legitimidade democrática.
A análise evidenciou também a tensão entre segurança e privacidade. A crítica foucaultiana à hipervigilância (Foucault, 2008) permanece atual, mas o contexto contemporâneo brasileiro revela avanços institucionais que permitem a ponderação entre direitos fundamentais, no marco do paradigma da segurança cidadã (Freire, 2009). Nesse sentido, o Paredão atua equilibrando o direito coletivo à segurança com o direito individual à privacidade. Ainda assim, a ausência de auditorias independentes e de estudos técnicos sobre taxas de acerto e falhas do reconhecimento facial revela um déficit de avaliação empírica que deve ser suprido.
Outro ponto central é a sustentabilidade do sistema, que deve conjugar recursos humanos, tecnológicos e financeiros de forma estável ao longo do tempo. Persistem limitações relacionadas à escassez de pessoal qualificado e à necessidade de maior multidisciplinaridade, além dos custos elevados de atualização tecnológica. Ainda assim, observa-se que o Amazonas tem avançado na gestão estratégica de recursos, com melhorias significativas na execução orçamentária (Amazonas, 2025b) e a adoção de servidores próprios em nuvem criptografada, o que fortalece a autonomia institucional. 
A SSP-AM tem investido de forma consistente e estratégica, revelando preocupação genuína com a redução dos índices de criminalidade. Esses investimentos, além de expressivos, mostram-se assertivos ao priorizar tecnologias e estruturas capazes de potencializar a eficiência das forças de segurança e ampliar a capacidade de resposta do Estado. Para consolidar essa trajetória, torna-se necessário adotar estratégias de financiamento diversificado — como parcerias público-privadas e soluções adaptadas às especificidades regionais (Cardoso et al., 2025; Magron, 2020) — que assegurem a operação e manutenção contínuas. Nesse sentido, a sustentabilidade do Paredão depende menos de soluções pontuais e mais da capacidade de planejamento de longo prazo, articulando investimentos, capacitação permanente e governança colaborativa para reduzir riscos estratégicos e garantir efetividade como política pública.
No plano organizacional, o CIAISP se destaca de forma bastante positiva como exemplo de boas práticas em centros de videomonitoramento. O órgão apresenta alto nível de organização, fluxos de trabalho claramente definidos e uma equipe bem entrosada, o que garante eficiência nas operações. Além disso, dispõe de equipamentos de ponta e tecnologias modernas, ambiente de trabalho ergonomicamente adequado e oferta de treinamento contínuo, assegurando que os servidores estejam sempre capacitados e bem geridos. Esses elementos confirmam que o Sistema Paredão tem potencial e apresenta traços de gestão institucionalizada, com foco em resultados que já se refletem nos índices de criminalidade.
Por fim, a discussão sobre desigualdades sociais mostrou que, embora a literatura aponte riscos de racismo algorítmico e discriminação estrutural (Araújo et al., 2021; Oliveira, 2025; Bottino et al., 2023), ainda faltam estudos técnicos conclusivos sobre o funcionamento efetivo dos sistemas no Brasil. No caso do Paredão, os dados indicam mais uma reprodução estatística das desigualdades sociais do que viés intrínseco da tecnologia. O desafio, portanto, é duplo: garantir mecanismos de governança que previnam abusos e, ao mesmo tempo, enfrentar as desigualdades estruturais que se projetam nas ferramentas tecnológicas.
Assim, a efetividade do SUSP depende de um modelo tridimensional de governança que combine integração institucional, redução da violência e valorização da experiência dos profissionais (Melo; Almeida, 2025). A experiência de Manaus, ainda que emergente, já revela avanços nesse sentido. Em perspectiva, o Sistema Paredão ilustra o movimento de transição entre fragilidades históricas e inovações institucionais. Como apontam Oliveira et al. (2025), sua consolidação como política pública depende do equilíbrio entre eficácia tecnológica, sustentabilidade institucional e accountability democrática — única forma de transformar a vigilância em instrumento legítimo de promoção da segurança cidadã. Seus progressos apontam para o fortalecimento gradual da governança democrática em consonância com o SUSP, mas a consolidação desse processo dependerá da capacidade de articular regulação clara, cooperação federativa efetiva, accountability substantiva, sustentabilidade de recursos e enfrentamento das desigualdades sociais. Dessa forma, será possível transformar a tecnologia em instrumento legítimo de promoção da segurança cidadã, alinhada a valores democráticos e direitos fundamentais.
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